CRYZEN

BUG BOUNTY /
RESPONSIBLE DISCLOSURE

RESPONSIBLE DISCLOSURE POLICY

Cryzen values the security of our users and their digital

assets.

If you discover a vulnerability or potential security risk in
our application or web services, we kindly ask you to
report it privately before making any public disclosure.

HOW TO REPORT

Please email security@cryzen.app and include:
- a clear description of the vulnerability;
- steps to reproduce;
- potential impact on user security or data;
- (if possible) screenshots, logs, or proof of concept (PoC).

RESPONSIBLE DISCLOSURE GUIDELINES

« Do not harm users or their funds.

« Do not attempt to access other users’ private data or assets.

« Do not exploit vulnerabilities for malicious purposes.

« Act in good faith and avoid public disclosure before we respond.
« Avoid DDoS, spam, or attacks that disrupt infrastructure.

OUR COMMITMENT

« We will review your report within a reasonable time frame.

« We may contact you for further details if needed.

« Once the issue is resolved, we may publicly acknowledge your contribution (if you agree).
« Cryzen reserves the right to determine the severity of the issue and any reward eligibility.

CONTACT INFORMATION

For questions or concerns related to privacy or security, please contact our team at: privacy@cryzen.app




