CRYZEN
PRIVACY POLICY

1. DATA WE DO NOT COLLECT

Cryzen does not store or access your private keys or seed phrases.

2. DATA WE MAY COLLECT

Minimal technical data: device info (model, OS, app version), anonymous usage analytics (to improve performance and
security), and information you voluntarily provide when contacting support.

3. HOW WE USE DATA

To operate and improve the app, communicate critical updates, and perform anonymized analytics/performance
monitoring.

4. DATA SHARING

We do not sell or trade personal data. Anonymized technical data may be shared with trusted analytics providers (e.g.,
Firebase, Crashlytics). We may disclose data if legally required by authorities.

5. SECURITY

Private keys and seed phrases are stored locally on your device and never sent to our servers. We implement technical
and organizational measures to protect collected technical data. Blockchain transactions are public and cannot be
deleted.

6. USER RIGHTS

You may request access, correction, or deletion of the minimal technical data we hold (excluding public blockchain
data). Contact: [support@cryzen.app].

7. POLICY UPDATES

We may update this Policy; continuing to use Cryzen means you accept the revised Policy.

CONTACT INFORMATION

For questions or concerns related to privacy or security, please contact our team at: privacy@cryzen.app




